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May 17, 2005 

8:30 a.m. – 4:30 p.m.
U.S. Chamber of Commerce

1615 H St. NW, Washington, DC 
A Summit on Perimeter Security is focused on the practical challenges, near-term and emerging solutions relating to perimeter security for critical facilities. The Summit – followed by an ANSI-HSSP workshop addressing standards needs – will also address security technologies and systems needed to complement and enhance guards, gates, and personnel verification.
8:00 AM
Registration

8:30 AM
Welcome, Introduction & Stage-Setting 
· Dan Bart, Co-Chair ANSI-HSSP, Senior Vice President of Standards and Special Projects, Telecommunications Industry Association (TIA)
Purpose and brief overview of HSSP

· Mark Mills, ANSI Perimeter Security Summit Program Chair, Partner & Co-Founder, Digital Power Capital 
Purpose and brief overview of Perimeter Security Summit

8:45 AM
Civilian Targets on the Front Line 


Technology convergence: military, homeland, private sector 

· Chair/Moderator: John Iffland, (Brigadier General, Retired, USAF), Formerly Special Advisor to US Northern Command’s Standing Joint Force HQ – North
· Jim Shamess, (Brigadier General, Retired, USAF), EVP, L-3 Communications

· Mike Jennings, Deputy Director, Night Vision & Electronic Sensor Directorate, U.S. Army
9:45

Coffee

10:00 AM
Real-World Examples: Federal and DoD Perimeter Protection


Military bases, airports, harbors, embassies and government buildings – at home and abroad.

What works today, who provides it, what it costs, what’s needed next? 
· Chair/Moderator: Juan Otero, Assistant Deputy Director of the Office for Interoperability and Compatibility (OIC), DHS Science and Technology

· Roy Higgins, Chief, Advanced Technology and Planning, Force Protection System Squadron, USAF 

· Carter Morris, SVP, Transportation Security Policy, American Association of Airport Executives
· Basil Steele, Deputy Director, Sandia National Laboratories
11:00

Coffee

11:15 AM
Expanding the Perimeter
Technology as a “force” multiplier for guards and gates, enhancing situational awareness – long-range sensing, seeing, tracking
        Chair/Moderator: Bill Mawer, Vice President of Strategy, Business Development and Technology, Smiths Detection

        Christian Hassell, S&T Group Leader, AMTI 

        Denny Lengyel, Vice President, Surface and Energy Systems, ARINC 
12:15 PM
Lunch
1:00 PM
Keynote Speaker
Tom Fargo, Admiral USN, Commander in Chief of Pacific Forces (Ret), Chairman of SAGO Systems
1:30 PM
Guarding Portals – Sensing Invisible Threats


Detecting explosives, chemical, biological, and radiological hazards
· Chair/Moderator: Bill McGann, Chief Technology Officer, GE Security
· Colin Cumming, CEO, Nomadics 

· Nirav Pandyav, Vice President, Digital Infrared Imaging, Inc.
· John Lovberg, CTO, Trex Enterprises
2:45 PM

coffee

3:00 PM
Integrating & Synthesizing 


Systems integrating of perimeter security data and communication 
· Chair/Moderator: Mark Bonatucci, Director, Advanced Security Programs, Lockheed Martin 

· John Schullian, Senior Manager, Accenture
· David Green, President, DAQ Electronics 

· Dan Blitz, Director, Business Development, Honeywell Technology Solutions
4:30 PM
 adjourn
POST-CONFERENCE WORKSHOP
Post-Summit ANSI-HSSP Workshop: Developing Perimeter Security Standards
5:00 – 6:00 PM

1. Background presentation on the ANSI-HSSP and its work with homeland security standardization.
2. Open discussion on key areas/topics to focus on standardization

3. Open discussion on existing perimeter security standards, guideline documents, best practices, etc. and on  most urgent gap areas where standards are needed.
4. Formation of a task group to further examine these issues and ultimately produce a final report on the state of standardization in this area, with preliminary discussion on:

· Key topics/areas to be considered by the task group
· Groups not at the table that should be invited to participate in the task group
· Any issues or potential obstacles that the task group should consider

5. Any other business

6. Adjournment
  
Overview
Securing ports, airports, factories, refineries, power plants, industrial parks, military bases and borders is expensive – yet it is essential to the welfare of the enterprises themselves, neighbors in the community, and the nation. 
Until recently, securing a premise largely meant guns, guards, and a gated fence around the perimeter.  But these tools are no longer adequate as they do not provide effective protection against today’s threats, and simply adding more of the same quickly becomes prohibitively expensive.  New, cost-effective technology, by contrast, can provide much more security, at much less cost.  Yesterday’s simple video cameras, ‘smart’ keys, and ID cards are rapidly giving way to intelligent video motion detection, infrared night vision, chemical/biological/explosive sniffers, next-generation package X-ray and portal screening, virtual fences, biometrics and distributed sensors – all knitted together with sophisticated communications and data systems able to “transparently” create, store and share useful information. 
Much of the new technology has been developed only recently.  The government has often led the way, first funding the development and then purchasing the new products to provide enhanced security at military bases, airports and harbors, embassies, and government offices at home and abroad. The best of these technologies greatly improve security, even while they cut costs.  They dramatically enhance what the military calls the “situational awareness” for security personnel on the premises, and serve as “force multipliers.” They let fewer people monitor more perimeter and more facilities much more effectively as they greatly enhance the ability to see what is going on, assess threats quickly and accurately, and coordinate an effective response.

This Summit will explore the new technologies and systems, feature success stories, practical solutions, economic and regulatory realities, and separate reality from hype.  Presentations will explore what is needed, what is available today, and what is coming in the future.  Discussions will be squarely focused on practical, cost-effective solutions designed for –and being implemented in – the real world by the military, the civilian side of government, and the private sector. 
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