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	ISA-ANSI Workshop on Cyber Risk 
Phase II - Developing a Methodology for CFO/CEO Decision Making in Cyber Risk Mitigation
Final Draft Agenda
July 31, 2009
9:00 am – 4:15 pm
Zurich North America 
                                                                 1 Liberty Plaza

                                                                 New York, NY 10006

                                                            33rd Floor Conference Rooms A&B




	Time
	 

	8:15 am
	Registration Opens (light refreshments served)



	9:00 am  – 9:05 am
	
Welcome / Call to Order
· Fran Schrotter, Senior Vice President and Chief Operating Officer, American National Standards Institute (ANSI)

· Larry Clinton, President, Internet Security Alliance (ISA)


	9:05 am  – 9:20 am
	
Introductions (all)


	9:20 am  – 9:25 am
	
Background on the ANSI-HSSP and Workshop Process
· Karen Hughes, Director of Homeland Security Standards, ANSI 


	9:25 am – 9:30 am
	Background on ISA Cyber Security Activities & Cyber Phase I
· Larry Clinton, ISA



	9:30 am  – 10:00 am
	Opening Remarks and Subject Matter Introduction
· Ty R. Sagalow, Chief Innovation Officer, Zurich North America
· Joe Buonomo, President, Direct Computer Resources, Inc.



	10:00 am – 10:35am
	Session #1 –  Current Landscape 
· Overview of current usage of the ISA-ANSI Publication The Financial Impact of Cyber Risk – 50 Questions Every CFO Should Ask 



	10:35 am – 10:50 am
	BREAK


	10:50 am - 12:00 pm
	Current Landscape (cont.)
· Outline of current Administration’s priorities as related to Cyber Risk in looking at these issues from an economic vs. technical context. 


	12:00 pm  – 1:00 pm

	LUNCH (to be provided)


	
1:00 pm  – 3:00 pm
	Session #2 – Framework Fundamentals
· The final deliverable from this Workshop will be a publication mirroring the ISAlliance/ANSI-HSSP 2008 deliverable The Financial Impact of Cyber Risk – 50 Questions Every CFO Should Ask? aimed at providing methodologies for the “C-Suite” to make better informed decisions related to cyber risk.
· This discussion will begin the process of identifying critical elements that are integral to such a framework document, and that would need to be further investigated for the final Workshop deliverable.
 

	3:00 pm – 3:15 pm 
	BREAK


	
3:15 pm  – 4:15 pm
	Session #3 – Path Forward
· Identify key tasks for creation of final deliverable (framework document) and confirm participation in necessary follow-on Workshop task groups related to:
· Chief Legal Counsel – Lon Berk, Partner, Hunton and Williams
· Compliance Officer – Arnold Felberbaum, Executive Vice President, SCO, Reed Elsevier
· Business Operations and Technology Teams – Michael Castanga – CIO, U.S. Department of Commerce
· External Communications and Crisis Management Teams – Rick Kam, President, ID Experts
· Risk Manager for Corporate Insurance – Harry Oellrich, Reinsurance Agent, Guy Carpenter
· Human Resources Management – Rebecca Webster, Director of Human Resources, Northrop Grumman
· Red Team – Ed Stull, Direct Computer Resources, Inc.
· Review and modification of timeline for completing work

· Timetable for task groups to complete initial work and accordingly date for next Workshop meetings (August 18th  and September 29th)
· Identification of additional stakeholders that should be invited to be part of this Workshop initiative
· Preliminary discussion on potential standards developing organization (SDO) candidates for furthering evolving our work at its conclusion

· Any other business

	
4:15 pm
	Adjournment



Sponsorship

ANSI and ISA would like to thank RLM for sponsoring this workshop.
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