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1.
Welcome











Fran Schrotter, Senior Vice President and Chief Operating Officer for the American National Standards Institute (ANSI) opened the meeting and welcomed everyone to the third plenary meeting of the ANSI Homeland Security Standards Panel.  She thanked NIST and its Acting Director, Dr. Hratch Semerjian, for hosting this meeting for a second time
Ms. Schrotter stated that she was pleased to see yet another strong turnout for the plenary meeting, including many ANSI-HSSP participants and steering committee members, as well as some newcomers that hopefully will continue to participate at future ANSI-HSSP events.  She noted that 2004 was a very productive year for the Panel and recapped several key accomplishments.

Ms. Schrotter expressed her gratitude to Dr. Bert Coursey of the US Department of Homeland Security (DHS) Science and Technology Directorate for his agency’s continued support of the ANSI-HSSP.  She noted that ANSI and the Panel are very pleased to be working with Dr. Coursey and his team to help address homeland security standards and conformity assessment needs.  

Ms. Schrotter noted the social/networking event to occur that evening and thanked the two sponsors for the event, Information Handling Services (HIS) and Underwriters Laboratories (UL).  She concluded by wishing everyone a productive meeting that would recap activities from 2004, learn about some important homeland security standards and ongoing initiatives, and discuss new areas for exploration in 2005.  
2.
Opening Remarks











 

Mary Saunders, NIST and ANSI-HSSP Co-Chair from the public sector, welcomed everyone to NIST and added that they were pleased to host the third plenary session of the ANSI-HSSP.  She explained that the Panel carries out most of its work by convening workshops focusing on specific homeland security areas where stakeholders have determined that there is a need to identify existing standards and where there are gaps.  She explained that the reason plenary sessions are convened is to share information on what it happening in various homeland security standards arenas.


Ms. Saunders stated that she was looking forward to a full agenda over the course of the day and a half session to take a comprehensive overview of work done to date by the Panel and related efforts, as well as to set the Panel's agenda for the next several months. She then introduced the NIST Acting Director, Dr. Hratch Semerjian.

Dr. Semerjian welcomed the participants to NIST and noted he was proud to be continuing the partnership with ANSI as both organizations are committed to enhancing the nation’s standards system.  He also expressed his pleasure in NIST continuing to work closely with DHS to address priority measurement and standards needs in the homeland security arena.  He noted that scientists in the NIST Physics Laboratory led the team that, last year, developed standards for radiation-detection devices, from pocket-sized radiation alarms to cargo container-sized portal monitors.  Under the auspices of an ANSI committee administered by IEEE, the first four standards were completed in near-record time of just over twelve months. The standards have been adopted by DHS for use agency-wide.  

Dr. Semerjian stated that over the past twenty-four months, members of the Panel have been working diligently to identify existing standards that are applicable to homeland security priorities, to catalogue standards projects under way or planned, and to determine gaps in the standards infrastructure.  Additionally, the Panel has improved information sharing on standards-related needs, which has reduced the potential for overlap and duplication of standards efforts.  This results in efficient use of limited public- and private-sector resources.

Dr. Semerjian noted that the broad range of expertise that NIST is able to tap into through the Panel also provides important input to planning.  It helps to ensure that NIST is setting priorities and aligning its own research activities with current and anticipated customer needs.  He concluded that NIST is looking forward to continued close collaboration with the Panel as the nation progresses in its efforts to address essential homeland security needs.  

3.
Opening Remarks and Report from the S&T Directorate of the U.S. Department of Homeland Security (DHS)


Bert Coursey, Director of the Standards Portfolio for the S&T Directorate delivered a presentation that provided an overview of DHS, the mission and approach of the Standards Portfolio, accomplishments in 2004, and work already underway for 2005.  

During the question and answer session, it was stated that the goal of the Standards Portfolio is not to develop standards, but rather adopt existing standards that meet DHS’s needs as well as work with standards developing organizations to produce those new or revised standards that are needed.  It was noted though that additional guidance might possibly be needed for some standards to cover grant procurement.

A further question addressed product approval and it was stated that DHS is working to develop a conformity assessment program for instruments that the Office for Domestic Preparedness (ODP) might require for entities to meet for procurement needs (e.g., Coast Guard fire extinguishers require certification from Underwriters Laboratories).

4.
Workshop Reports from ANSI-HSSP and Other Initiatives


4.1
Biological and Chemical Threat Agents







Scott Coates, AOAC International, delivered a presentation recapping the efforts of this workshop and the final report that was produced.  He noted that a second phase might be launched to further examine gaps, as well as conformity assessment needs.  A group of experts from the workshop will participate in a conference call in January to discuss the possible second phase.

A question was raised regarding “how clean is clean” and an audience member noted that the NIST Office of Law Enforcement Standards (OLES) program uses modeling techniques to determine where to set minimum safety levels for exposure.  It was also noted that there is an ASTM International standard in development that will address this question and define appropriate detection technology.  It was further noted that the US Environmental Protection Agency (EPA) and a National Academy of Sciences publication are two additional resources in this area.

4.2
Training Programs for First Responders in WMD Events

Bob Vondrasek, National Fire Protection Association (NFPA), gave a presentation on the progress of the workshop on training programs for first responders in weapons of mass destruction (WMD) events.  The results of a survey that was conducted with the first responder community were shared, as well as the approach that the workshop is using to catalogue existing standards and areas where standards are needed.  Mr. Vondrasek reinforced that this workshop is looking at standards for training programs, not training programs themselves.  He noted that the next workshop would be held January 27, 2005 in Arlington, Virginia. 

Issues discussed during the question and answer session included how to verify the credentials of multiple companies claiming to be the only ones that are accredited to train first responders to receive grant funds from DHS, as well as the issue of training programs addressing the area of communications in their programs.

4.3
Emergency Communication
s




Dan Bart, Telecommunications Industry Association (TIA) and ANSI-HSSP Co-Chair from the private sector, delivered a presentation as the leader for this workshop.  He reviewed the “four legs” of emergency communications:

· citizen-to-citizen (e.g., person-to-person, employer-to-employee)

· citizen-to-government (e.g., the public makes the E911 call to indicate an emergency)

· government-to-government (i.e., public safety agencies communicating amongst themselves)

· government-to-citizen (e.g., the public safety agency comes back to the public with alert or warning messages or other governmental emergency information)

He explained that this ANSI-HSSP workshop covered three of the legs, excluding government-to-government emergency communications, which is being covered in numerous other venues (e.g., NIST/DHS Public Safety Interoperability Workshops, SAFECOMM Office of DHS, APCO, etc.).  

Mr. Bart reviewed the results of the December 1-2 workshop hosted by Motorola in Schaumburg, IL and noted that the next workshop would likely be held in the Washington DC area in late January/early February.  During the question and answer session, it was noted that hazard classification is valuable in determining who one needs to contact in an emergency and suggested that the workshop take this into account during its proceedings. 
4.4
Citizen Readiness






Mr. Bart, workshop leader, gave a presentation that covered the proceedings from the December 2 workshop, held in conjunction with the Emergency Communications workshop in Schaumburg.  He noted that the ANSI-HSSP served as a partnering organization with DHS for National Preparedness Month in September 2004.  Via that effort, the ANSI-HSSP agreed to convene a workshop on individual citizen preparedness to examine the state of standardization in this area.  He noted that the workshop concluded that its deliverable should be a resource page from the ANSI-HSSP website that provides links to further initiatives and documentation for citizen emergency preparedness.

4.5
Risk Analysis and Management for Homeland Security - ASME Risk
 

Project Team


Robert Nickell, ASME Risk Project Team, was unable to attend the meeting due to a last minute conflict, but provided a presentation that was distributed to attendees.

4.6
National Cyber Security Partnership (NCSP)



Greg Garcia, Information Technology Association of America (ITAA), provided an overview of this initiative.  He noted that a Cyber Security Summit was held in December 2003 with participation from over 400 organizations.  Five task groups were created from this Summit, which issued recommendations in April 2004 (available at: www.cyberpartnership.org).

Mr. Garcia noted that technical standards task force broke into six different working groups which developed specific recommendations. He noted that the NCSP is not a standards making body, but rather channels work being done in that area to produce a common framework of reference and lexicon for cyber security.  Two-dozen organizations under the NCSP have met numerous times and are seeking by the end of January to produce a couple of dozen high-level recommendations that organizations will step forward and promote as part of a public service campaign.  He concluded by welcoming any assistance from the ANSI-HSSP with outreach during the public service campaign and also indicated the possible need for a future workshop to look at gap areas for cyber security standards. 

4.7
Electromagnetic Pulse (EMP) Threat



Hank Kluepfel, EMP Commissioner, was unable to attend due to a last minute conflict, but Mr. Bart delivered his presentation to the attendees.  During the discussions that followed it was noted that EMP causes not only physical device disruption, but also a disruption to critical homeland security chains of command.  Mr. Bart noted that Mr. Kluepfel urges infrastructures that can be affected by EMP to consider standardized mitigation techniques for this threat so that as infrastructure is upgraded and replaced over time, the nation will have a more EMP resistant capability.  This was done several years ago in the telecommunications sector, with dramatic improvements for nominal cost.  It is a matter of putting EMP on the checklist for new capital expenditures and considering the cost/benefit risk management equation.
4.8
Forbes 2005 Conference on Physical Security


Mark Mills, Digital Power Capital and Conference Program Chair, spoke about the upcoming Forbes sponsored event entitled, “Beyond Guns, Guards and Gates – Cost-Effective Security for the Private Sector” to be held April 18-19, 2005 at the Plaza Hotel in New York City.  This conference will look at new security technologies and systems geared toward protecting physical assets.  Speakers and attendees will be drawn from key government agencies, equipment vendors, developers of cutting-edge security systems, and major end-users.  It was noted that following this conference, there could be further areas where existing security standards need to be identified or revised, or new standards developed.  Mr. Mills encouraged any ANSI-HSSP participants with input or an interest in participating in this conference, to contact him.

5.
Session on Security Standards Making a Difference

5.1
INCITS 385 - Information technology - Face Recognition Format for Data Interchange


Fernando Podio, INCITS/M1 Chairman, gave a presentation that covered the development of this standard, the important technology that it addresses, and its adoption by DHS.

5.2 PNNL Experience Testing Radiation Detection Instruments to ANSI N42.32
 and N42.33 Standards





Joe McDonald, Pacific Northwest National Laboratory (PNNL), made a presentation, which covered the PNNL experience of testing using the DHS-adopted standards.  This included the details of the program, the equipment used for testing, examples of the instruments tested, and the various tests run.  He concluded by noting that new instruments have been developed in 2004, so another round of testing will begin in 2005.  NIST is producing a report for DHS on test results that that will be issued to government agencies responsible for purchasing radiation detection instruments.
5.3 New Project: Security Assurance Standard


for the Document and Product Security 



Industries







David Lightfoot, North American Security Products Organization (NASPO), gave a presentation introducing NASPO, an accredited ANSI SDO, and its work on bringing security and structure to the physical document and product security industry through certification.  He noted that the NASPO standard in this area has been introduced into the process to become an American National Standard.


5.4
Q&A for this Session

There were several questions on the testing done by PNNL, and it was further noted that there are devices that perform multiple functions and for which multiple tests need to be conducted.  During the NASPO presentation, it was noted that it was important to consider supply chain security as part of the security assurance process, for example the printing of checks and the many stages involved from origination to end user.
A social/networking event was held directly following the meeting at the Hilton Washington DC North/Gaithersburg.

December 14, 2004

1.
Session on Emergency Preparedness  (Private, Public and Individual)

1.1
Update on 9-11 Commission Recommendations for Emergency Preparedness









Mark Bittinger, MITRE and former 9/11 Commission Staff, delivered a presentation recapping the efforts and recommendations of the Federal 9/11 Commission, its work with the ANSI-HSSP on a standard for private sector emergency preparedness and business continuity, the Intelligence Reform and Terrorism Prevention Act of 2004, and the bill’s private sector preparedness elements.

1.2
NYU International Center forEnterprise Preparedness; Update on




National Preparedness Standard (NFPA 1600)

Bill Raisch, International Center for Enterprise Preparedness at New York University (InterCEP) and Chair of the Working Group on Private Sector Preparedness (WG-PSP), gave a presentation which provided information on InterCEP, the world’s first major academic center dedicated to private sector crisis management, as well as the latest on the educational and promotional efforts for NFPA 1600.

1.3
The Infrastructure Security Partnership
Jim Woods, The Infrastructure Security Partnership (TISP), gave a presentation detailing TISP’s focus on collaboration on issues related to security of the nation’s built environment, as well as the TISP codes and standards subcommittee whose scope is to serve as a national source to provide access to information regarding existing codes, standards and guidelines relating to security/multi-hazard events in the built environment.
1.4
Applications of Total Quality Security Management (TQSM)

Joe Broz, Midwest Research Institute (MRI), made a presentation on TQSM, which is a combination of the NFPA 1600 standard and a quality management structure (e.g., like ISO 9001 or ISO 14001).  The presentation covered the TQSM standard cycle, performance measures, and the financial incentives for usage by businesses.
Q&A Session

It was clarified that the accreditation aspect of the NYU program means a common core curriculum followed at the end by an examination; thus, the individual will go through a program that makes the training practical not just theoretical.

It was stated that when a new facility is put up for public comment, environmental impacts are available for comment.  With respect to emergency plans, the question was asked how high- hazard facilities would be able to get public input on their emergency plans without making information available to the bad guys.  It was stated that first responders are really the only ones that need access to physical plans, so these facilities would actually want to make access to plans more secure.  It was also noted that DHS will meet with owners of ultra-hazardous sites and assess vulnerabilities.  For example, with the Indian Point evacuation plan, there was public vetting at a high level, but FEMA did a more detailed analysis that was not publicly available.

On the subject of TQSM, it was noted that good “proxy metrics” could help assess how well a company is doing in the area and that more quantitative statistics are being sought.  For example, reports on file for OSHA compliance and EPA compliance, may be reasonable surrogate as to how well equipped a facility is to handle a security matter.  It was also noted that the “frankness” in the presentation could be used to advance the cause of emergency preparedness in the private sector.  It was further suggested to fold OSHA compliance into the NFPA 1600 conformance process.

The question was asked whether TISP addresses retrofits for older buildings.  It was stated that with 4.5 million commercial buildings in the US, and the addition of  2% new buildings each year, obviously retrofitting is a big area that needs to be addressed.  It was further noted that one should look at the building in its current state, then look at its most probable risks to address (e.g., hurricane), then look at probable accidents (e.g., chemical spills), then look at intentional acts (e.g., criminal and terrorist).  By looking at all hazards, as opposed to just terrorism, a building will be much better prepared and able to develop a comprehensive and cumulative approach to risk management.

1.5
Office for Domestic Preparedness (ODP) National Preparedness Goal 

Barbara Biehn, ODP, delivered a presentation which focused on Homeland Security Presidential Directive 8/HSPD-8 on national preparedness, its requirements, timeline of events both past and future, and issues going forward.
1.6
Emergency Management Accreditation Program (EMAP)

Emily Bentley, EMAP, gave a presentation on the voluntary accreditation process based on collaboratively developed national standards (including NFPA 1600) which is intended for local and state programs responsible for preventing, preparing for, mitigating against, and coordinating response and recovery to disasters.

1.7  
Arlington County Office of Emergency Management - Citizen Corps
Council



Jackie Snelling, ACC, delivered a presentation that detailed the overall Citizen Corp program, the specific mission and objectives of the Arlington County program, its various task groups, and some specifics on the emergency communications and education task groups.

Q&A Session

Questions on the EMAP program focused on what entities have been accredited and the process for accreditation.  Discussion on the ODP presentation included a discussion of the National Response Plan (NRP), the latest version of which will be issued early next year.  Questions on the Arlington County program involved FCC local emergency response radio networks which have the number of necessary towers, but the frequency is not accessible to most citizens and licenses are hard to get.
2.
Session on ANSI-DHS Homeland Security Standards Database Project

Bob Feghali, Vice President of Business Development and Chief Information Officer at ANSI, delivered a presentation on the Homeland Security Standards Database (HSSD), a project being undertaken on behalf of DHS.  He then proceeded to give a demonstration of the system prototype, its functionality and plans for further development.  He noted that the HSSD will be linked to other homeland security databases and sites, one of which is the Responder Knowledge Base.

Don Hewitt, Terrorism Research Center, delivered a presentation on the Responder Knowledge Base (RKB).  The goal of this database is to provide Emergency Responders, purchasers, and planners with a trusted, integrated, on-line source of information on products, certifications, standards, grants, and other equipment-related information.  He noted that the standards portion of his system would be linked with an XML feed of metadata to the HSSD once it is fully operational (and vice versa).  He also noted that the 
RKB contains grant guidance from ODP.

During the question and answer session that followed, it was noted that the HSSD is open to the public and that the RKB is publicly available with a password-protected second level with some more information required (i.e., those requesting this access level are verified before approval).  It was also noted that the HSSD contains information on both published standards, and projects in development.

Mr. Feghali and Mr. Hewitt encouraged participants to use the prototype databases and provide any feedback through the contact links on the respective sites.  
3.
Session on International Standards Initiatives

3.1 Report from the ISO Advisory Group on Security (AGS)


George Arnold, ISO AGS Chairman, delivered a presentation on the ISO initiative examining international security standards.  His presentation covered who was involved, the methodology used, the timeline for development of a final report, observations from the process, and key recommendations to be contained in the final report due to the ISO Technical Management Board (TMB) by December 31, 2004.
3.2 US-Japan CIP Forum
  




Michael Chinworth, Vanderbilt Institute for Public Policy Studies, gave a presentation on the 

Critical Infrastructure Protection (CIP) Forum that was held between the US and Japan from November 30 to December 1, 2004.  His presentation covered the rationale for the forum, sectors/industries involved, policy/industry issues, and connection to standards (which will be addressed in more depth at future meetings).
3.3 The United States – Israel Science and Technology Foundation (USISTF) 
Security Management Standard Initiative


Marc Siegel, USISTF, delivered a presentation on the Foundation’s integrated security management systems pilot projects.  He described how existing standards have been used to create their trial management system standard through a series of stakeholder meetings beginning in March of this year.  He then described several pilot case studies, both in the US and Israel, that are underway.  He noted that anyone interested in participating as a further test site should contact him.

3.4
Exploring Opportunities for Collaboration Between US and Israel


Michael Wolf, Standards Institution of Israel (SII), delivered a presentation on the rationale for U.S.-Israel collaboration based upon Israel’s long history of experience with terrorism and security.  He stated that SII is working on a joint standard with ASTM International on emergency egress and that they would like to explore further opportunities for collaboration with the US.  He noted that a roundtable session following the conclusion of the ANSI-HSSP plenary would be used to facilitate that discussion.
Q&A Session

Those interested in the results of the US-Japan meeting should e-mail Michael Chinworth.  He also noted that they are working to make all presentations from that meeting available on a website, as well as the final report, for general public use.

In response to the question of whether there is an Israeli version of the National Incident Management System (NIMS), it was noted that in Israel there is a coordinated system among the police, firefighters, ambulance, etc. that includes elements such as who is in charge on the scene.

A question was asked about the information flow between public and private sectors in Israel, which drew the response that this often occurs on a daily basis from the Israeli government to private companies.  It was further noted that the reverse is true when someone sees something suspicious, they immediately call the equivalent of 911 for response.  

The question was asked about a hijacked vessel being used to attack a seaport like a plane was used on the World Trade Center.  It was noted that the USISTF is still finalizing a decision on a U.S. port to be included in the Foundation’s pilot projects (which will look at this issue as well as others).  The ISO AGS Chairman further noted that the work of that group included looking at the standard for biometric seafarer documents.

4.
Areas for Further Exploration by the Panel 

4.1 Power Security






Kfir Godrich, EYP Mission Critical Facilities, delivered a presentation on a potential new area for the ANSI-HSSP to explore via a workshop.  He detailed the subject of enterprise power security and noted that there are potential gaps in standards in this area, including the Point-of-Critical-Load.  He noted that the Critical Power Coalition (CPC), through its membership and network span, was willing to take a leadership role in this workshop effort to help develop a roadmap for standards development in the area of power security for private and public critical facilities and operations.  The power utilities focus on the restoration of their infrastructure, so the end user companies need to have a plan if power is critical to their operations.

During the question and answer session, it was noted that the standard IEEE 1547 that links grid and individual power supplies is one of the few standards in this area.  It was also suggested that it would help to spur some Congressional action for hearings and support for this type of work.  It was further suggested that the private sector could be brought to the table on a regional basis to share past regional experience (e.g., Hurricane Isabelle).

Attendees believed that this would be a useful area in which to convene an ANSI-HSSP workshop.  Representatives of the Critical Power Coalition, IEEE, and Sandia Laboratories volunteered to serve as a task group to draft the scope and objectives document for this future workshop.
4.2 Perimeter Security






Nirav Pandya, Digital Imaging Infrared, gave a presentation that examined this area through the Homeland Security Appropriations Act (FY 2005) and the move from conventional to innovative technology for perimeter security.

Attendees also supported this as a potential workshop area, perhaps following the Forbes Conference, which likely will identify many key issues in perimeter security.  Groups that volunteered to work on a scope and objectives document were Digital Imaging Infrared and Sandia, and it was noted that the Security Industry Association (SIA) should be invited to be a part of that group.


4.3
Further proposals from attendees

Other potential areas introduced from the floor included:

· An “academia” -focused workshop to look at R&D needed for homeland security technology that could be standardized and information sharing mechanisms.

· It was noted that there is already a homeland security consortium of universities addressing this issue, but if there was a need for the examination of standards impacts, a workshop may be useful.

· Universities are working in areas such as NFPA 1600, Critical Infrastructure Protection (CIP), public policy issues, international outreach, as well as R&D.

· Several academia representatives in the audience agreed to look into this “academic institutions-focused” workshop area further and report back to the ANSI-HSSP Steering Committee.

· Funding mechanisms used by terrorists

· It was noted that there is a document security alliance (federal agencies and some private sector participants), as well as a banking and financial services Information Sharing and Analysis Center (ISAC), so a follow-up will be conducted with them as to whether there is a standards need in this area.

· Modeling and simulation for emergency response

· It was noted the National Infrastructure Simulation and Analysis Center (NISAC) has looked at modeling and that Sandia has a lot of information in this area, as well as NIST (website for results of recent workshop).

· It was stated that Sandia National Laboratories (SNL) and Los Alamos National Laboratory (LANL) have integrated their capabilities in modeling and simulating infrastructures and their interdependencies into NISAC, helping to meet national and economic security requirements for a comprehensive capability addressing both cyber and physical security infrastructure protection.  This partnership will leverage their existing research and development activities, in regard to critical infrastructure modeling, simulation and analysis capabilities not available elsewhere.  NISAC will evolve to provide our nation's government and industry decision-makers with analytic predictive resources to protect the nation's critical infrastructures.  A critical requirement for the development of this capability is accurate, geographically and physically precise, timely and comprehensive information on infrastructures.  Initial NISAC products will be aimed at simulations and analyses associated with critical national and economic security issues, with the ultimate concept of simulation and analysis products for the private sector.
· Congress formally chartered NISAC (Section 1016 of Public Law 107-56, the USA PATRIOT Act, 10/26/2001), designating it to "serve as a source of national competence to address critical infrastructure protection and continuity through support for activities related to counterterrorism, threat assessment and risk mitigation."  The NISAC’s mission will be to provide fundamentally new modeling and simulation capabilities for the analysis of critical infrastructures, their interdependencies, vulnerabilities and complexities.
· The need was expressed to integrate universities to help tackle this issue, but it was also noted that some universities not present at the Plenary meeting (e.g., Columbia) are also looking to solve the problem and would need to be contacted.

· It was decided that perhaps a panel session on this topic of NISAC and modeling at the next Plenary meeting would be useful to first share information and then determine whether a workshop under the ANSI-HSSP is needed.

5.
Plenary Wrap-Up

Mr. Bart noted that the presentations from the meeting would be posted to the ANSI website following the meeting.  Additionally, an evaluation form would be distributed to attendees so that improvements can be made for the next plenary.

Ideas for panel sessions/presentations at the next plenary included:

· DHS presentations from the NIMS Integration Center (NIC), implementation of the National Response Plan (NRP), Directorate of Information Analysis and Infrastructure Protection (IAIP) and Critical Infrastructure Protection Project (CIP Project)

· The security perspective from an industry viewpoint, problems, needs, and how standards could further help

· Legislative updates, including the impact on standards and homeland security
· Several ISACs presenting on what they are doing and how standardization can be a tool for cross-sector coordination
· Updates from various national laboratories on work underway
Mr. Bart thanked NIST for hosting the event and the sponsors for helping to defray the cost of the social event.  Ms. Saunders thanked all the presenters and the attendees for their support and active participation and stated that she was looking forward to a productive 2005 for the ANSI-HSSP.

6.
Adjournment

The meeting was adjourned at 4:45 pm. 

Note:  Following the conclusion of the Plenary, a brief roundtable session was held to explore opportunities for collaborations and partnerships between the US and Israel in the area of security.  Those interested in the results of this roundtable should contact Michael Wolf (michael@sii.org.il).
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