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	Monday – September 25, 2006 

	Welcome / Opening Remarks

Mary Saunders, ANSI-HSSP Co-Chair, National Institute of Standards and Technology (NIST), opened the meeting at 1:00 pm and welcomed the participants to the meeting.  Attachment 1 contains the plenary attendance list.
Ms. Saunders noted that the theme of this year’s Plenary, “Emergency Preparedness,” has been an underpinning of the work of the ANSI-HSSP since its inception in February 2003.  Through initiatives such as those with the Federal 9/11 Commission on private-sector preparedness and the current Panel Workshop on “Lessons Learned from Hurricane Katrina,” the ANSI-HSSP strives to highlight the importance and effectiveness of relying on standards and conformity assessment programs to support our nation’s emergency preparedness efforts.

The full text of Ms. Saunders opening remarks, along with all the other remarks and presentations from the meeting, is available on the ANSI-HSSP Plenary Website.

Ms Saunders proceeded to introduce Robert Noth, Chairman, ANSI Board of Directors, Deere & Company.  Mr. Noth further welcomed the attendees on behalf of the Board of Directors, members, and staff of ANSI.  He stated that the ANSI-HSSP and other ANSI standards panels have proven to be very successful, results-focused models that allow ANSI to respond proactively to critical national priorities.  They ensure that the needs of standards stakeholders are heard, understood, and satisfied. 
Mr. Noth detailed Deere & Company’s involvement with the work of the ANSI-HSSP and how they found it beneficial to their own corporate emergency preparedness efforts.  For example, Deere is using the American National Standard NFPA 1600, Standard on Disaster/Emergency Management and Business Continuity Programs, as a guide to assist with planning, assessing and identifying potential preparedness gaps.
Mr. Noth urged active participation by attendees throughout the two days, especially in the breakout sessions, to help identify further areas where ANSI-HSSP efforts are needed.


	Keynote Address

Chief Joseph Pfeifer, Chief of Counterterrorism and Emergency Preparedness, New York City Fire Department (FDNY), delivered the keynote address for the meeting.
Chief Pfeifer, noted the emergency management lexicon now includes terms such as “incident command system,” “capabilities-based planning,” and “all-hazards,” yet the question remains whether we are prepared and, more importantly, what exactly is “emergency preparedness.”  

He stated that one answer can be found in measurable standards and incentives for emergency preparedness and necessary networking between and among organizations.  He emphasized that such standards need to clearly encompass capability (What can we do?), capacity (How much can we do?), proficiency (How well can we perform?), and deployment (How quickly can we deploy capabilities?).  Standards should aggressively define core emergency preparedness competencies needed on an everyday basis.

Chief Pfeifer spoke about two broad categories of change for emergency preparedness; technical and adaptive.  He noted that we are good at technical change which involves things such as equipment communications and procedures.  Standards have been developed for some of these technical areas, but there are still gap areas (e.g., standards for better resistant bunker gear that doesn’t require changing into hazmat suits).
More challenging is adaptive change, which relates to how we connect to one another and which Chief Pfeifer further referred to as “networking.”  He cited a new FDNY initiative on network-centric command which takes information from different databases, building departments, and commanders on scene.  There is also a need to connect to the New York Police Department (NYPD), New York City Office of Emergency Management (OEM) and to relevant agencies at the federal level, all in real time (not an easy undertaking).  Furthermore, connections are needed with the private sector to utilize its resources (e.g., news media providing live feeds from helicopters to first responders, information from building owners on layout of facilities).  He also noted we need to empower the average citizen or individual so they have the information needed to be prepared and know where to go to get information when they need it.
Chief Pfeifer expressed his belief that if we can provide measurable standards and incentives for emergency preparedness, the public and private sectors will work hard to achieve them.  He concluded his remarks by stating that the 9/11 Commission report identified a lack of connecting the dots.  Those in emergency preparedness continue to strive to connect these dots, both locally and nationally, and standards are a key factor in helping to make sure that they are successful in these efforts.

During the Q&A session, Chief Pfeifer answered questions on the subjects of “triple-play” communications, the challenge of New York City Local Law 26 which entails the total evacuation of a building (experience has shown that a 60 story building takes over 60 minutes to evacuate), how citizens are often the “first” first responders on the scene and how the FDNY and others are working with community emergency response teams (CERT) to continue to train them on things like immediate first aid and assisting with immediate evacuation to further the private-public sector partnership.


	Standards Activities within the U.S. Department of Homeland Security (DHS) Science and Technology (S&T) Directorate 

Dr. Bert Coursey, DHS Standards Executive, S&T Standards Office, provided an overview presentation of the standards portfolio and its technical program areas, focusing mainly on its standards work in the area of emergency preparedness per the theme of the plenary.  Dr. Coursey detailed the S&T work in the areas of emergency preparedness and response, emergency communications, infrastructure protection and locating first responders.  He provided examples of how the DHS Standards Portfolio is fully engaged in supporting the National Preparedness System.  Additionally, topics he covered included strategic partners for standards, the lengthy path to standards and national systems, and the role of standards for the National Preparedness Goal and Universal Task List.
Eric Nelson, Electronics Engineer, Institute for Telecommunication Sciences, delivered a presentation on Conformity Assessment Program for Public Safety Land Mobile Radios.  He focused his presentation on Project 25, a standard for the manufacturing of interoperable digital two-way wireless communications products.  Mr. Nelson noted that the conformity assessment approach for Project 25 is a supplier’s declaration of compliance backed by formal testing at first and second-party laboratories, which are approved and monitored by a peer assessment group.  The remainder of his presentation covered the benefits of this approach, details on the various facets of testing, and the path forward.


	Assessment, Accreditation and Certification in Private Sector Preparedness and Business Continuity

Bill Raisch, Executive Director, New York University International Center for Enterprise Preparedness (InterCEP), served as the moderator for this session which addressed the key issue of assessing emergency preparedness in the private sector using standards and compliance measurements.  The session focused on NFPA 1600, as well as ongoing InterCEP initiatives to research and develop assessment methodology, accreditation and certification programs, and corresponding incentives for implementation.
In his introductory remarks, Mr. Raisch detailed efforts to provide incentives for private sector preparedness, but noted that one first needs to be able to assess preparedness before it can be rewarded.  He proceeded to detail the benefits of a conformity assessment program in this regard, in addition to the challenges that remain.  He noted that InterCEP has established a task force with the primary goals of:

· Evaluating the need for the accreditation and certification of corporate/organizational emergency management and business continuity programs and assessors/auditors relating to private sector emergency management and business continuity.

· If appropriate, working to form the necessary bodies and processes to forward this effort.

The panelists for this hour-long session were:

· Grace Chou, Team Lead – Safeness, Target Corporation 

· Robert Connors, Director, Preparedness and Crisis Management, Raytheon Global Headquarters
· Michael Berkowitz, Operations Manager, Business Continuity Management - Americas CSBC, Deutsche Bank
· Karen Coyne, Vice President, CoVeris and Past President, Auditing Roundtable

Items addressed by panelists during their remarks and in response to questions from audience members included:

· NFPA 1600 provides a guideline for a crisis management framework, making sure that both the business and its employees are taken care of during an emergency.

· The ability to measure compliance with NFPA 1600 is essential.
· As NFPA 1600 was developed by a committee comprised of both public and private sector stakeholders, it helps bridge the gap between the two sectors and develops a baseline understanding.
· Corporate preparedness/crisis management provides a big return on investment and can be leveraged in other areas of the company.
· For preparedness audits, NFPA 1600 provides common content for auditors and effectively presents them with the information they really need.

· There can be ‘audit fatigue’ for some organizations that also are assessed against ISO 9000 and ISO 14001.  It would be useful to try and harmonize these audits.
· During emergencies/disasters, many corporations are ready with philanthropic responses to those in need, but there is a frustration with their ability to successfully get resources to victims (e.g., finding appropriate entry to federal government, credentialing issues to get access).



	Emergency Preparedness in the Public Sector

Presentations during this session addressed public sector emergency preparedness programs at the national and local levels.
Paul Hightower, Deputy Director, DHS Infrastructure Partnerships Division, presented on the National Infrastructure Protection Plan (NIPP).  He reviewed the NIPP vision and goals (assessing risk and mitigating damage), NIPP risk management framework, National Asset Database (NADB), networked information sharing, and Sector-Specific Plans (SSPs).  During Q&A, he answered questions on the information flow between the public and private sectors in the Homeland Security Information Network (HSIN) and also on the role of the National Infrastructure Advisory Council (NIAC).
Ed Dolan, DHS Preparedness Directorate, presented on the National Preparedness Goal (NPG) and the Target Capabilities List (TCL).  He noted that at the federal level, there needs to be a way of quantifying where we stand, progress that has been made, how much more is needed to get to the desired end state, and how much annual maintenance is needed.  The NPG and TCL provide this required definition of end state and then determine how to get there with a prioritized list.  He detailed the vision of the NPG, national priorities and associated capabilities, capabilities planning process and tools, and the 15 national planning scenarios.  For the TCL, he covered what it defines and provides, and detailed its Phase 1 & 2 capabilities.  
MaryAnn Marrocolo, Assistant Commissioner, Planning and Preparedness, New York City Office of Emergency Management (OEM), delivered a presentation on Emergency Preparedness in an Urban Setting.  She addressed planning and moving from concept to action.  She detailed how a successful plan answers the questions of who, what, when, where and how; relates options to tasks; and relates roles to tasks.  During the Q&A session, she stressed the importance of not overly relying on technology since during an emergency electric power, telecommunications and other IT resources may not be available.  She further noted how OEM has integrated 3,500 citizen responders organized in 52 teams into its plans to perform during an emergency tasks such as traffic control and provide advance warning to those with special needs.


	ANSI-HSSP Update 

Mary Saunders, ANSI-HSSP Co-Chair, delivered a report on ANSI-HSSP activities since the last plenary.  As background, she covered the rationale for the Panel, its mission, and its structure.  She noted that final ANSI-HSSP Workshop deliverables have been produced for the areas of Private Sector Emergency Preparedness and Business Continuity, Biometrics, Biological and Chemical Threat Agents, Training Programs for First Response to Weapons of Mass Destruction (WMD) Events and Enterprise Power Security.  She stated that by year’s end, final reports were due from the Workshops on Emergency Communications and Perimeter Security.  Additionally, it is anticipated that the Workshop on “Lessons Learned from Hurricane Katrina” will have its final report and recommendations completed by the end of the year.  She also urged companies, government agencies, and standards development organizations and fora/consortia with an interest in homeland security to consider applying for a position on the ANSI-HSSP Steering Committee.


	Reception
A networking reception was held the evening of September 25th at the The King Juan Carlos 1 of Spain Center.  ANSI is very grateful to the three meeting sponsors who helped cover a large portion of the costs for this event:

· National Institute of Standards and Technology (NIST)

· Raytheon

· Underwriters Laboratories, Inc. (UL)



	Tuesday – September 26, 2006

	Emergency Preparedness Standards/Initiatives Making a Difference

Presentations in this session focused on efforts within Standards Developing Organizations (SDOs) and other initiatives addressing emergency preparedness standardization activities.

Kathleen Higgins, Chair of Committee E54, Director of the NIST Office of Law Enforcement Standards, and Assistant to the NIST Director for Homeland Security, gave a presentation on the ASTM Committee E54 on Homeland Security Applications, detailing the committee’s progress specifically in the area of emergency preparedness standards.  She noted the subcommittee E54.02 on Emergency Preparedness, Training, & Procedures, although a number of other subcommittees have worked related to this area (e.g., CBRNE Sensors & Detectors, Personal Protective Equipment, Building & Infrastructure Protection).  Examples of key standards/projects produced by the E54.02 subcommittee include E2413-04 Standard Guide for Hospital Preparedness and Response, WK5498 Standard Guide for Developing Model Emergency Operations Plans for an All-hazards Event, and WK8908 Standard Guide for School Preparedness and All Hazard Response.  Ms. Higgins noted that the E54 committee works to establish the necessary relationships with other SDOs and outside entities to insure that the proper work is being done in emergency preparedness standardization.

Robert Vondrasek, Vice President, Codes & Standards Operations, NFPA, presented the emergency preparedness initiatives within NFPA.  He stated that since the early 1990s, NFPA has focused EP standards work on the subjects of emergency responders, the general public, and infrastructure/private sector.  Mr. Vondrasek noted that DHS has adopted five NFPA personal equipment standards, as well as NFPA 1600 (which was also referenced in 2004 amendments to the Homeland Security Act).  Mr. Vondrasek detailed a number of other important EP standards, including NFPA 1561 Emergency Services Incident Management System (coordinated with National Incident Management System (NIMS)), NFPA 101®, Life Safety Code®, NFPA 730 Guide for Premises Security, and NFPA 472 Professional Competence of Responders to Hazardous Materials Incidents.
Mark Wygonik, RAMCAP Project Manager, ASME - Innovative Technologies Institute, gave a presentation on the ASME Risk Analysis and Management for Critical Asset Protection (RAMCAP) framework.  He provided  background on RAMCAP, noting that RAMCAP is not a standard, but rather a methodology for a common framework for evaluating consequences, vulnerability and risk due to terrorism.  Mr. Wygonik provided a status updated on the DHS portion of the project and the Sector-Specific Guidance process.  He also noted the beginnings of the development of a RAMCAP standard, which will be based on RAMCAP framework and sector-specific work, will formally define and communicate the elements of RAMCAP, establish a formal mechanism for revisions and maintain a “center of gravity” for all RAMCAP work.  The RAMCAP Framework can be downloaded free of charge from the ASME Website.
Richard Kuchnicki, Federal Program Manager, International Code Council (ICC), delivered a presentation on how strong codes and standards form the basis for an effective multi-hazard mitigation program.  Following a background on ICC standards development and state and local code adoption, Mr. Kuchnicki detailed how strong building codes and aggressive code enforcement save lives and reduce property damage during disasters (especially hurricanes), thus playing a crucial part in overall preparedness.  He provided details on the ICC comprehensive plan to support post-hurricane efforts, including two new standards projects that will help communities build hurricane-resistant construction:  ICC Hurricane Resistant Construction and ICC/NSSA Storm Shelter Standard.  Mr. Kuchnicki also noted that the need for assistance from disasters prompted ICC to offer two new professional certifications:  Disaster Response Inspector Certification and Coastal and Flood Plane Construction Inspector Certification.
Philip Padgett, Chair of the Emergency Management Accreditation Program (EMAP) Private Sector Committee, gave a presentation on using EMAP to assess emergency management capabilities.  He stated that the EMAP program is a recognized, structured way to determine a program’s strengths and weaknesses, provide consistent measures for benchmarking, and provides common structure to map local-, regional-, and state-level expectations and improvements.  He noted that the EMAP standards (58 standards in 15 program areas) are based upon NFPA 1600 with expanded EMAP standard language developed by state and local emergency management professionals.  They set out what components must be in place in a quality program but do not prescribe how a program be organized.  Mr. Padgett reviewed the EMAP assessment process and the assessments and accreditations performed in US states, territories and local jurisdictions to date.  He also addressed how EMAP works to strengthen regional preparedness and outlined EMAP involvement in recent international preparedness endeavors.

Matt Deane, Director of Homeland Security Standards, ANSI, delivered a presentation on several international security standards initiatives. He described the work of the ISO/IEC/ITU Strategic Advisory Group on Security (SAG), the coordination role that it plays with international standards development, and upcoming deliverables of the group (including an ISO/IEC Security Guidelines document for technical standards committees).  Mr Deane noted that one of the original SAG recommendations was to convene an ISO International Workshop Agreement (IWA) meeting on Emergency Preparedness.  ANSI served as the lead ISO member body for this initiative and, following a productive April 24-26, 2006 meeting in Florence, Italy, ISO will soon be publishing the results as IWA 5 - Emergency Preparedness.  Mr. Deane also provided an update on the recently re-activated ISO/TC 223 (Societal Security).  He reviewed the scope and current working group structure of the international committee, and noted that NFPA leads the US Technical Advisory Group (TAG) for those interested in participating in this activity.


	Breakout Sessions


Three breakout sessions were held concurrently, focusing on specific elements of emergency preparedness.  These sessions began with presentations on the subject matter, followed by roundtable discussion on how standards and conformity assessment programs currently support these areas, where they are needed and formulation of any preliminary recommendations in this regard, and identifying action items for the ANSI-HSSP and standards community.  The following breakout sessions were held (again, all presentations posted to the ANSI-HSSP plenary website):
Breakout #1 - Planning for a Global Pandemic 
Moderator  

· Jean-Paul Emard, Director, Industry Forums, Alliance for Telecommunications Industry Solutions (ATIS)

Panelists 

· New York City's Avian Influenza Response Plan, Dr. Isaac Weisfuse, Deputy Commissioner, New York City Department of Health and Mental Hygiene

· Corporate Planning for an Avian Flu Pandemic - Tom Cavanagh, Senior Research Associate, The Conference Board

· Pandemic Planning at the Federal Level – Dan Bart, TIA

Breakout #2 - Mass/Public Transportation Security 

Moderator  

· Robert Vondrasek, Vice President, Codes & Standards Operations, NFPA

Panelists

· U.S. Department of Homeland Security Transportation Security Administration (TSA) – Ash Chatterjee, Assistant Deputy General Manager, Mass Transit Security Division, TSA Headquarters

· Initiatives with the American Public Transportation Association (APTA) - Greg Hull, Director - Operations, Safety & Security Programs, APTA

· DHS Science and Technology Countermeasures Testbed (CMTB) Program, Adam Hutter, CMTB – New York Project Office

Breakout #3 - All Hazards Planning, Response and Recovery

Moderator  

· Sharon Caudle, Assistant Director, Homeland Security and Justice Team, U.S. Government Accountability Office 

Panelists

· Gary Rogers, Deputy Chief, Operations Branch, Response Division, Federal Emergency Management Agency

· Peter Shebell, Program Analyst, DHS S&T Standards Office (addressed the National Incident Management System (NIMS))

· Ted Fisch, Regional Director, New York State Emergency Management Office (NYSEMO)

· Michael Penders, President, Environmental Security International



	Lunch

During the group lunch, a video was shown on the First Responder Authentication Card (FRAC).


	Reports from Breakout Sessions 
Reports from each of the breakout sessions to the full plenary were given by the moderators.  Discussion occurred of findings/recommendations from each of the breakout sessions and action items for the ANSI-HSSP and homeland security standards community.  Some of the highlights from each session included:

Breakout #1 - Planning for a Global Pandemic 
Gaps/action items identified:

· Plans for different levels

· What individuals/families should do?

· What schools should do?

· What is the community level plan?

· City, County, State, Federal levels

· Singapore and Hong Kong have better best practices (SARS experience)

· Fewer government restrictions on a case-by-case basis

· Scenarios for All Hazards

· Minimum standards for where people congregate (malls, churches, apartments, public transportation)
· Standards “on how to develop” best practices for public health would be useful

· Standards/Guidelines for small business preparedness and business continuity

· Need to develop a mechanism/program for the general public to accept ANSI imprimatur as a trusted “seal of approval” for educational guides and white papers (above and beyond the ANSI American National Standard designation). 
Breakout #2 - Mass/Public Transportation Security
Gaps/action items identified:

· Should look to existing standards as much possible to address transportation security needs.
· Whether third-party testing and product certification are needed to verify or refute claims of product capabilities.
· A lot of standards work going on, a possible gap is improved communications among those working on standards.
· Standards for training are needed (who should get what training and how?).
· Standards for non-lethal response are needed.
· Need to be able to assess transit agencies (performance or evaluation standards).
· An ANSI-HSSP Workshop to further explore this subject in detail may be desirable (task group will work on planning and make determination as to whether it should be convened).

Breakout #3 - All Hazards Planning, Response and Recovery

· It is critical to involve private-sector stakeholders (and other important stakeholders outside of government) in the emergency management cycle from preparedness to continuous improvement.

· Credentialing of those responding to an event is critical and should be addressed in all of its complexity, but also must be simplistic in operation.  Such credentialing should include NGOs, as well as law enforcement, and lifeline organizations, such as utility companies.

· Much more attention should be given to “recovery” in emergency management—much of the attention to date has been on preparedness.  The New Orleans experience would be a good test bed; in addition, there are long-term recovery issues for jurisdictions who are the recipients of a disaster after-effects, such as states who took in evacuees who are now permanent residents in those states.

· Continued attention should be given to all-hazards assessment.

· Flexibility is needed in standards, but in emergency preparedness there is also a need for more specificity where requirements must be clear and actionable.

· Requirements also should consider the scope and impact of disasters, whether catastrophic or limited.

· Standards are needed to clearly define special populations (from the disabled to the elderly to the poor and non-English speaking) who need special consideration in emergency management.



	Updates from Homeland Security/Emergency Preparedness User Requirements Forums

Four presentations were delivered from organizations that have been working with the ANSI-HSSP and DHS as “user requirements forums” regarding their work related to emergency preparedness and their coordination efforts with the homeland security standards community.

Robert Ingram, Battalion Chief, Haz-Mat Operations, New York City Fire Department and Chair of the Interagency Board for Equipment Standardization and Interoperability (IAB), presented on the work of the IAB and its role in getting first responders involved and coordinated to provide a community point of view to aid in working with federal partners.  Chief Ingram detailed the IAB’s mission, structure, and coordination/partnership efforts with the homeland security standards community.  These partnerships have occurred in the areas of radiation standards (IEEE N42 series), hand-held assay standards (ASTM International, AOAC International and NIST), urban search and rescue robot performance standards (ASTM International), response to hazardous materials incidents (NFPA and ASTM International), chemical protective clothing (NFPA and UL), and on Project 25.  Chief Ingram also spoke about the Standardized Equipment List (SEL), which is the first definitive equipment list for civilian CBRNE response.

Fernando Podio, Co-Chair, The Biometrics Consortium (BC), presented on recent biometrics standards activities.  He explained that the BC is a biometric standards “incubator,” working with the technical committee INCITS M1 (Biometrics) to develop formal national standards.  Mr. Podio stated that biometrics are important for emergency preparedness for personal identification/verification (How do you know a fireman is a fireman?) and the management of emergency personnel.  He further addressed the DHS Biometrics Coordination Group, the role of biometrics in HSPD-12 and FIPS 201, and the US Department of Transportation work on authentication of passengers while inside moving vehicles.  Mr. Podio also discussed The National Biometrics Challenge document, which includes four challenges to the biometrics community: to improve collection devices (sensors); develop more efficient and effective large-scale operational capabilities; establish standards for plug-and-play performance; and enable informed debate on why, how and when biometrics should be used (privacy issues).

Bill Tolar, Standards Program Manager, Federal  Geographic Data Committee (FGDC), presented on the work of the interagency committee, which promotes the coordinated development, use, sharing, and dissemination of geospatial data on a national basis.  Geospatial data is information that identifies the geographic location and characteristics of natural or constructed features and boundaries on the Earth.  Mr. Tolar noted that FGDC homeland security working groups and subgroups tackle areas such as emergency symbology.  Through INCITS L1, the FGDC is developing a standard set of symbols for use by the emergency management and first responder communities at all levels of need (INCITS 415 - 2006).  In June 2005, Mr. Tolar noted that the FGDC published the Guidelines for Providing Appropriate Access to Geospatial Data in Response to Security Concerns, which identify and address sensitive information content of geospatial data that pose a risk to security.  The FGDC homeland security working group assisted with the development of the DHS Enterprise Geospatial Data Model (GDM) which will support DHS, build a standards-based platform for growth, develop a publicly accessible geospatial data model and build an extensible model with well documented implementation support

Stephen Wisely, Association of Public Safety Communications Officials (APCO) International Staff and formerly Commissioner of Emergency Communications, Onondaga County, NY, provided remarks on the latest activities of APCO.  He noted that there are 6,000 public-safety answering points (PSAPs) in the United States, the largest being in Brooklyn and others being staffed with a single person.  He stated that APCO attempts to represent the needs of all PSAPs, setting standards and best practices for them to keep up with the advancing technology (especially letting the small PSAP centers know the best practices that they should utilize).  APCO also has initiatives involved with the interoperability of voice and data communications.  Mr. Wisely noted that APCO has become an accredited ANSI SDO and is working on standards dealing with productivity and processes for PSAP centers to aid performance.  He elaborated that standards are especially needed by PSAP center managers who require guidance and rationale for making a business case to state and local governments (used to show performance requirements and what resources are needed to achieve it). 



	Credentialing for Emergency Responders and On-Scene Personnel
During the ANSI-HSSP Workshop on “Lessons Learned from Hurricane Katrina” and the Role for Standards and Conformity Assessment Programs, credentialing was further underscored as a key element of emergency preparedness.  Gordon Gillerman, Conformity Assessment Advisor - Homeland Security, NIST, moderated this session, which examined the subject in terms of programs and initiatives underway and the role for standards, accreditation and certification programs.

Roy Swift, Director, Personnel Certifier Accreditation Program, ANSI, delivered a presentation on increasing the credibility and quality of certification through accreditation.  Dr. Swift provided an overview of ANSI’s program on personnel certification accreditation, which is based on the standard ISO/IEC 17024.  This standard sets the bar for quality in personnel certification programs by ensuring the validity, reliability and quality of a certification program; ensuring individuals pass who should pass and failing individuals who should fail; ensuring a process that facilitates continued competence; ensuring that due process procedures are in place to “take away” the certification for unethical or incompetent behavior; and ensuring a continuous quality improvement approach.  Dr. Swift detailed the requirements of ISO/IEC 17024 and noted that since ANSI began accrediting personnel certification programs in February 2003, ten certification programs have been accredited to date and thirty-two programs are in the accreditation process.
Kyle Blackman, Chief of the Resource Planning and Coordination Branch, DHS NIMS Integration Center (NIC), presented on the NIMS credentialing system.  Mr. Blackman stated that NIMS is all about making mutual aid work, both on large and small scales.  A component of NIMS is resource management, which has the credentialing goals of ensuring that personnel responding to a mutual-aid incident are properly trained and qualified, and providing uniform identification in accordance with the Real ID Act and HSPD-12.  The credentialing objectives are to utilize existing systems for qualifications, skills and abilities; decentralize operations; and gain acceptance and trust of all stakeholders.  Mr Blackman concluded that current issues they are facing involved FIPS-201 (currently being de-federalized and working on interoperability issues) and getting Real ID Act acceptance by states.
Anthony Cieri, Senior Advisor to Tom Lockwood for the National Capital Region First Responder Partnership Initiative, presented on the First Responder Authentication Credential (FRAC).  Mr. Cieri stated that the goal of the program is multi-jurisdictional identity interoperability; to provide incident commanders with the capability to electronically authenticate and bind smart credentials to the identity and attribute(s) of first responders, response support, or critical government/organization personnel in a communication-in or out environment using FIPS 201 technology.  He noted that the keys to rigorous identity protection and management are strong identity proofing and vetting, strong and secure issuance process, authenticate every time, and close to real time revocation.  Mr. Cieri discussed the standards involved with this technology (ISO 7816-4 and ISO 14443).  He also provided information on validated demonstrations.  He detailed the next steps for the program, utility for the practitioner community, challenges (e.g., technology embracing/scalability/trust, liability and privacy issues), and the desired end state:  preparedness identity management.

Peter Picarillo, Executive Director, BNet, Inc., delivered a presentation on the Corporate Emergency Access System (CEAS), a pre-event identification system recognized by authorities through a written agreement between BNET and a local jurisdiction that provides a uniform identification for “Private Sector First Responders” allowing priority emergency access when safety permits.  Mr. Picarillo addressed the value of credentialing the private sector and the goals of the system:  to provide a viable solution today for the next disaster; to provide law enforcement officials with a simple method of determining who belongs and who doesn’t; to get critical employees past a police line and to their place of business; and to raise awareness at the local government level of the relationship between “business continuity” and “regional economic recovery.”  Mr. Picarillo described the attributes of the card, program activation, recognition by law enforcement, various entry levels, corporate responsibilities, and the Web interface for the system.



	Plenary Wrap-up and Adjournment

Dan Bart, ANSI-HSSP Co-Chair, led a wrap-up discussion with participants.  In addition to action items from the breakout sessions for potential future ANSI-HSSP work, it was suggested that the Panel consider a Workshop in the area of standards and conformity assessment programs for emergency preparedness/homeland security for special needs groups.  Mr Bart encouraged participants to submit ideas for topics to be addressed at the next Panel Plenary meeting or for new Workshop areas to the ANSI-HSSP Secretary.

Dr. Coursey stated that the event was valuable to the DHS S&T Standards Office due to the high-level discussion forum environment that it created for homeland security standards issues and also for the SDO and user forum coordination role that the Panel continues to play.

Mr. Bart thanked the three meeting sponsors once again and NYU InterCEP for hosting the meeting and networking event.  He encouraged attendees to return the evaluation form with comments/suggestions to the ANSI-HSSP Secretary to help improve future meetings.  He also encouraged non-members to consider joining the ANSI-HSSP to increase their participation level in the homeland security standards arena, and for those with a major interest in the work of the Panel to consider applying for a Steering Committee seat.

Mr. Bart adjourned the meeting at 4:15 pm.
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