Greetings,
 

As we proceed into the next phase of the standards harmonization process, a Security and Privacy Work Group (SPWG) will be formed. Participation in this workgroup is open to all HITSP members including participants from the existing HITSP Technical Committees: 

HITSP Technical Committee-Biosurveillance

HITSP Technical Committee-Consumer Empowerment 

HITSP Technical Committee-Electronic Health Record

In the gap analysis phase of the HITSP process these Technical Committees identified and analyzed gaps and duplications within the standards industry as they related to each initial ONC Use Case. The Technical Committees provided a description of the gaps and duplications and provided a listing of all standards that satisfy the requirements imposed by the relevant use cases as well as testing criteria used to test the standards. This Work Group will be convened to further this Cross Technical Committee activity.

Subsequent activities focused on selecting and evaluating recommended standards to meet the relevant use cases, as well as prototyping, testing and evaluating Implementation Specifications and supporting constructs for standards.

It is now time to focus our efforts on supplementing the Implementation Specifications and supporting constructs with additional detail relating to Security and Privacy.

Requirements for Security and Privacy Work Group participation:

Your organization is a member of HITSP and your area of expertise is in any of the follow areas:

· Healthcare information technology (HIT) and systems, 

· HIT standards development and implementation 
· Healthcare providers/clinicians/informaticists 
· Healthcare Information technology vendors/suppliers 
The focus of this work will be to address previously deferred items relating to Security and Privacy as pertaining to the existing Use Cases for Biosurveillance, Consumer Empowerment and Electronic Health Records-Lab Reporting.  As such, familiarity with the Harmonized Use Cases and the HITSP Interoperability Specifications (and supporting constructs) would be of significant benefit to the Work Group.

Meeting logistics:

Date: Standing conference call with web collaboration to meet weekly or bi-weekly (date and time to be announced)

If you would like to volunteer for the HITSP Cross-Technical Committee Security and Privacy Work Group, please contact Jessica Kant, Standards Harmonization Coordinator at jkant@himss.org by December 15, 2006 with the following information:

· HITSP member organization 
· Current HITSP Technical Committee membership 
· Name/Title 
· Contact information    
For background information regarding recent Use Case postings and meeting activities go to the HITSP web site at www.hitsp.org  
 

